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(D Big Data: Information privacy and security issues; Transforming Big Data into
Smart Data.

@ Data Breaches: Technical, statistical, behavioral and economic analysis of data
breaches in public and private sectors; Analysis and design of effective strategies to
protect ICT systems from data breaches and their aftermath

® Social Networking Applications: Information privacy and security issues when
using applications such as Facebook and Twitter; Analysis and design of solutions for
these privacy and security challenges
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